**Présentation :**

* **Pourquoi un cours sur la sécurité ?**
  + **Omniprésence des S.I. – intensité technologique - information de plus en plus ressource critique**
  + **Techniciens VS gestionnaires**
    - **Technicité - Complexité –-> techniciens**
    - **Au-delà de la technique : multiplicité des problématiques –** 
      * S.I non statique – facteurs de perturbation -> besoin de rationalisation et d’organisation
      * Besoins métier (meilleur compromis) - Applications
      * Complexité en croissance -> Risques / Impact des vulnérabilités -> Besoin de gestion des risques
      * Exigences réglementaires et juridiques (BCM, protection des données
      * Facteur d’efficacité dans l’optimisation des services IT
  + **Domaine en expansion / demande du marché pour des profils gestionnaires et généralistes**
  + **Domaine multi-disciplinaire / multiples compétences  
    -> clé du succès dans le monde du travail et sur le marché de l’emploi  
    -> possibilités d’évolution larges**
  + **Qualités requises :**
    - **Certain attrait de la technique, mais surtout ouverture d’esprit**
    - **Logique / bon sens / rigueur / curiosité**
    - **Esprit analytique / synthèse**
    - **Qualités relationnelles**
    - **Reporting**
    - **Anglais (au moins écrit)**
    - **Formation continue**

**But du cours :   
- démystifier -> poser les bases -> outils logiques et conceptuels pour raisonner correctement sur des problématiques de sécurité variées -> certaine autonomie -> employabilité**